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**The goal of the work:**

1. Getting practical skills for working with the Bash command shell.

2. Familiarity with basic file system navigation commands.

3. Familiarity with basic commands for managing files and directories.

**Material provision of classes**

1. IBM PC type computer.

2. OS family Windows (Windows 7).

3. Virtual machine - Virtual Box (Oracle).

4. GNU/Linux operating system - CentOS.

5. Cisco network academy site netacad.com and its online Linux courses

**Tasks for preliminary preparation:**

**Ilya Pogrebnyak was looking for material**

**4.1. What is the purpose of the id command?**

The id command is used to get information about the current user.

It displays the following data on the screen:

- User ID (UID)

- Group ID (GID)

- User name

- User authority

**4.2. How to see what access rights the owner of a file has?**

\* You can use the ls command to view file access rights. In this case, you should use the -l option, which displays extended information about the file.

\* For example, to view access rights to the /etc/passwd file, you can execute the following command:

**ls -l /etc/passwd**

\* The resulting result will look something like this:

**-rw-r--r-- 1 root root 1299 2023-11-30 14:06 /etc/passwd**

\* The first three characters in the line determine the access rights to the file.

- In this case, the access rights are as follows:

**- - the file is normal**

**rw- - the owner has read and write rights**

**r-- - the group has read access**

**r-- - other users have read access**

**4.3. How to change the group owner?**

\* To change the owner of a file group, you can use the chown command. At the same time, you should specify the new owner of the group and the file to which the access rights need to be changed.

\* For example, to change the owner of the /etc/passwd file group to the users group, you can execute the following command:

**chown users /etc/passwd**

**4.4. How can you view the current file type in the terminal?**

\* You can use the file command to view the file type. It displays the file type and its possible use.

**\* For example, to view the type of the /etc/passwd file, you can execute the following command:**

file /etc/passwd

**\* The resulting result will look something like this:**

/etc/passwd: ASCII text, with very long lines

**4.5. What are Setuid and Setgid permissions used for?**

\* Setuid and Setgid permissions allow you to execute a program with the access rights of the file's owner or file's group.

\* Setuid permissions are used to run root applications. This can be useful, for example, for running programs that need access to system files or devices.

\* Setgid permissions are used to run programs with file group permissions. This can be useful, for example, for running programs that use shared resources, such as files or directories.

**4.6. Why does the system need the so-called "sticky bit" (Sticky Bit). Give examples of when this permission should be used.**

\* Sticky Bit allows only the file owner and users who are members of the file owner's group to delete or move the file.

\* This permission should be used for files that should be accessible only to a certain group of users. For example, for files that contain data that must be protected from unauthorized access.

**\* Here are some examples of when it makes sense to use a “sticky bit”:**

- A file with the configuration of the program, which is available only to a certain group of users.

- An error log file that is accessible only to system administrators.

- A file with a backup copy of data that is only available to users who are responsible for its creation and storage.